**Gabriel M Bozo**

1472 Spinnaker Ln, Azle TX 76020

Cell: (817) 550-3630 Email: Gabriel.Bozo@outlook.com

<https://www.linkedin.com/in/gabriel-bozo-0044b5b3/>

Military Retirement date: Sep 2021

# All Source Intelligence Analyst/ OSINT Analyst/ SSO/ DIA certified FDO

Mission-driven Intelligence Analyst with over twenty years of experience and expertise in conducting All-Source Intelligence Analysis to directly support more than 12,500 military personnel and government employees. Proven record of applying advanced intelligence analytic skills to identify, assess, interpret, and report potential threats. Ability to work collaboratively with inter-agency Department of Defense personnel and other government agencies in high-pressure situations and under tight deadlines. Performs and briefs analysis of information and intelligence by dissemination of strategic and tactical intelligence from all intelligence disciplines; analyzes current intelligence holdings to identify intelligence gaps and subsequent intelligence collection requirements; supervise intelligence operations, provide indicators and current situation briefings to subordinate and higher echelons.

***Core Competencies include:***

All-Source Intelligence Data Collection Reporting / Briefing

Threat Assessments Intelligence Systems / Databases Employee training and management

Research & Analysis Inter-Agency Collaboration Military / DoD Operations

Foreign Disclosure Officer SCI Site Security Manager/SSO OPSEC level 2

Personnel Security Manager Physical Security Manager Anti-Terrorism level II

OSINT Project Management Collection Management Palantir/FADE/SILO/Firehawk DataMinr/Exovera JPAS/DISS/ODLAW/DCGS/CPOF

**Clearance**

**TOPSECRET with SCI**

Historical SCI read on: SI, TK, G, HCS, NATO, ATOM, ACCM, SAP

**Professional Experience**

## Counterintelligence Analyst

**CACI International: Camp Arifjan, Kuwait Qatar Aug 2022-Oc t2022**

## Chief Counterintelligence analyst for Project Network-Syria. Responsible for force protection through detection of insider threats, covert operations and other infiltrative means. Utilizing sensitive databases and systems identifying threat discovery using common intelligence practices and discovering individuals that threaten national security and foreign partners. Discovery of threats utilizing link pattern analyses, trend analyses, historical reporting, current reporting, sensitive collection programs resulted in network discovery of foreign partnerships conducting intelligence collection, pilferage of highly sensitive equipment and human collection teams in the Iraq/Syria GLOC. Discovery and dismantlement of the criminal network resulted in improved security posturing and the denial of adversarial collection on US Forces.

## OSINT Analyst/ Current Operations Intelligence Analyst

**CACI International: Al Udeid Air Base, Qatar Dec 2021-Aug 2022**

Current Operations Senior Intelligence Analyst and OSINT Collection Manager/Analyst for Special Operations Command Central Command (SOCCENT). Conducting current operations threat assessments and significant activity in central Asian states. Utilizing OSINT triggers and sensitive reporting in the production of daily threat trackers, database updates and daily briefings of the past 24-hour situational changes in central Asian nations. Tracking new and emerging threats, identifying key players and key events utilizing various OSINT tool sets and databases for near real time updated information updates. Utilizing Managed Attributions in-depth dive of intelligence through various secure, unsecure, and protected websites and utilizing machine translations to locate intelligence of value for the commanders PIRs and production of threat assessment and operational recommendations.

##  Information/Intelligence Collection Operations and Management

**US Army: Jul 2020 - Oct 2021**

Senior Collection manager for Divisional and national level Intelligence collections platforms. Planed, coordinated and supervised multi spectrum intelligence collection assets and fused gathered information for all source analysis. Scope includes SIGINT, IMINT, MASINT, HUMINT, offensive and defensive EW. Fusing new information gathered into the intelligence cycle to insure accurate and timely information is distributed and keying new platforms from targets and indicators as needed.

## Brigade Engineer Battalion S2 NCOIC/SSO

**US Army: Jul 2017 - July 2020**

Senior All Source Intelligence Analyst; managed asymmetrical warfare intelligence-related operations in the Battalion/Brigade Tactical Operation Center; provided guidance and oversight to subordinate intelligence analysts assigned at the Battalion level; fused intelligence documents through multiple intelligence disciplines in order to support agencies; prepared target packets, assisted in the IPB process; weather and terrain analysis, threat models, and developed threat courses of action; managed RFIs; and updated intelligence estimates. Conducted Read-on and read off of collateral SCI programs, and Special Access Programs. Granting access control, managing security clearance with direct communication with the Central clearance Facility. Maintained over 700 Soldiers clearances, processing SSBI, SSPR and derogatory reports. Utilized JPAS/DISS daily.

##  Fusion Cell NCOIC/SSR

**US Army: Jun 2016 - Jun 2017**

8th Army G2 Senior All-Source Intelligence Operations Analyst; managed conventional warfare intelligence related operations in the 8th Army Operation Center; supervised, counseled, and mentored 14 analysts; tracked and maintained enemy order of battle data; identified intelligence gaps and managed Request for Information (RFI) process; requested solutions via collection process; prepared and distributed threat assessments; provided Open Source Intelligence (OSINT) daily reports on North Korea. Manage the professional development of junior Soldiers and advised the 8th Army Intelligence Chief of Staff on intelligence related issues. Tasked specifically with information and intelligence of executive members and leadership of the North Korean People Republic. Also served as the 8th Army Humphreys G2 detachment Platoon Sergeant, managing Soldier skills, task, and insuring the fusion of Company and G2 operations and missions.

##  Instructor / Staff NCO

**US Army: Jun 2013 - Jun 2016**

Taught theory and practices of All Source information research and analysis; train students on research, writing, and briefing skills, military map reading, IPB process, military symbology, intelligence support to collection, targeting process, analytical mythologies, operational environment, OPFOR tactics, techniques, procedures, critical thinking, counterinsurgency and conventional doctrine, ArcGIS 10, Multi-Function Workstation (MFWS), intelligence disciplines, facilitate tactical operation center exercise (TOCEX). Brigade Special Troops Battalion S2 NCOIC

**Fusion Cell NCOIC/SSR: Dec 2011 - Mar 2013**

Primarily responsible for supervising, coordinating and participating in the analysis, processing and distribution of strategic and tactical intelligence. Preparing all-source intelligence products to support the combat commander. Providing support to the Intelligence, Surveillance, and Reconnaissance (ISR) Synchronization process. Receiving and processing incoming reports and messages. Assisting in determining the significance and reliability of incoming information. Establishing and maintaining systematic, cross-reference intelligence records and files. Integrating incoming information with current intelligence holdings and prepare and maintain graphics.

**BDOC Intelligence cell: Dec 2010 - Mar 2011**

Supervisor in charge of FOB Fenty/FOB Metherlam (Afghanistan) Counterintelligence analysis section (CI) analyzing data and reporting of local national and third-party nationals working on US instillations. Primarily charged with discovering imbedded threats utilizing analyst notebook and sensitive reporting to locate individual attempting to access secured areas up to 3rd degree of separation from known threats. Utilizing BATS/HIIDS biometrics systems to help gain true identity resulting in the discovery of four local shop workers having ties to known hostile organizations. After discovery there was a reduction of accurate indirect fire onto US military facilities in which the shopkeepers and been based in.

## Current Operations Intelligence Analyst/ Collection Manager

**US Army: Aug 2009 - Dec 2010**

Deconfliction of tasking for US and Canadian national, theater, and regional ISR assets to ensure efficient use of limited ISR assets and prevent unintentional, redundant coverage. Wrote daily near border Pakistan UAS operations request. Monitored and controlled UAS assets via MIRC. Coordinated in flight assets with current missions resulting in Intelligence collections. Perform collection requirements and maintain a collection requirements database. Assist the various intelligence and operations cells in preparing collection requirements to meet planning and execution needs. Assist in establishing standing collection requirements where appropriate. Coordinate with the target development cell to assist in formulating collection requirements and EEIs for target development and nomination.

##  Battalion S2 NCOIC/ Field Station Denver SSO

**US Army/NSA: May 2007 - Aug 2009**

Primary Army SSO for the Aerospace Data Facility, Aurora CO. Utilized JPAS and M3 to check current clearances to ensure the correct clearance badge is given. Read-on and read off of collateral SCI programs, and Special Access Programs. Granting access control, managing security clearance with direct communication with the Central clearance Facility. Maintained over 1000 Soldiers clearances, processing SSBI, SSPR, DROGS. Organized quarterly CI scope Polygraphs for all Soldiers requiring access to the ADF. Planned and organized the processing of over 400 cleared personal for the 743rd Annual Overhead Conferences via M3 implementing new processes to improve efficiency by over 200 percent.

**Education and Certificates**

 **AMERICAN MILITARY UNIVERSITY**, Charles Town, WV

 ***Bachelor of Arts (B.A.), Intelligence Operations***

 **COCHISE COLLEGE**, Sierra Vista, AZ and **TARRANT COUNTY COLLEGE**, Fort Worth, TX

 ***Associate of Science Intelligence Operations and Associate of Liberal Arts***

 **CompTIA A+, CompTIA Network +**

**35F Certification Dates**

 AIT, Fort Huachuca, AZ APR 2007

 ALC, Fort Huachuca, AZ MAR 2010

 SLC, Fort Huachuca, AZ FEB 2018