**Emanuel RosaCortes**(787)354-7675 | emarosacortes@hotmail.com

*(Top Secret/SCI Clearance 2011 – Present)*

**EDUCATION**

|  |  |  |
| --- | --- | --- |
| **University of Maryland**  Adelphi, MD  Bachelor of Science: Business Administration | **Cochise College**  Sierra Vista, AZ  Associates: Intelligence Operations Studies | **Military Intelligence Analysis Course**  Fort Huachuca, AZ  Military All-Source Intelligence Applications |

**Core Competencies**

Over Ten Years of Experience | Intelligence Analysis | Cyberspace/Network Analysis | Intelligence Planning | Counterintelligence / Terrorism | Data Analytics | Financial Analysis | Strategic Analysis | Statistical Analysis | Quality Assurance | Training and Mentoring | Military Leadership | Excellent Verbal, Written and Presentation Skills

**Software Competencies**

Microsoft Office Software | MFWS | DCGS-A | Palantir | TAC | CIDNE | ArcGIS | CPOF | NGT

**U.S. Army Certifications**

Joint Network Attack Course | Cross Domain Solution Server Course | Intelligence Planners Course | Adversary Lifecycle Analysis to Cyber Defense Course | 35-F / Military Intelligence Analysis Course

**PROFESSIONAL EXPERIENCE:**

|  |  |  |
| --- | --- | --- |
| **Intelligence Analysis**  **Subject Matter Expert** | **River Tech, LLC**  **Hours per week: 40** | **Oct. 2020 – Present**  **Hanover, MD** |

Applies expert level of understanding in various forms of intelligence using NIPR, SIPR, and JWICS systems, to access required counterintelligence, counterterrorism, insider threat, foreign intelligence entity (FIE), investigations, and operations data in the form of reports, data queries, finished intelligence products, research, briefings, white papers, and other products as required and according to SOPs, protocols, and requirements. Provided technical and operational subject matter expertise for Department of Defense security clearance populations to determine risk assessments.

* Completed over 12,000 cases in support of the Defense Counterintelligence and Security Agency (DCSA).
* Wrote over 600 Expedited Screening Investigation Reports (ESIRs) based on threats from a foreign nexus.
* Reviewed over 1,000 ESIRs from junior, mid-level, and senior analysts for quality assurance.
* Advises and assists the analysts within the analytical cell on high-risk determinations and in its mission to provide strategic direction and oversight in the coordination of high-risk assessments with operational guidance pertaining to counterintelligence organizations.
* Assists in analyzing the performance of protocol tactics, techniques, and procedures.
* Provides insights and makes recommendations on how specified projects are performing with respect to population sets, including referrals from the Vetting Risk Operations Center (VROC) and contract linguists.
* Reviews, advises, and consults on intelligence trends and threats; reviews up-to-date information derived from sensitive investigations; analyzes and compiles information and collected intelligence to modify and enhance summary products and draft Intelligence Information Reports (IIR) or other reports.
* Possess comprehensive knowledge of the range of national security and administrative laws, executive orders, directives, policies, regulations, and precedents applicable to the required programs.
* Leads and assists in the development of analytics related to a joint initiatives and coordinate sophisticated investigative techniques including support for integrating new tradecraft for analysis into protocols and standard operating procedures.
* Provides oversite to the maintenance and update of tracking mechanisms, files, and systems in support of Request for Information (RFI) tracking, product progress reports, trend and vulnerability analyses, and data calls daily.
* Prepares and provides informal and formal briefings as required, on intelligence and/or analytical products, assessments, and status reports to Government personnel, to include senior level leaders.
* Prepare comprehensive analytical assessment reports, and recommendations using other relevant information and intelligence, for use in, but not limited to: assessments, referrals, and suitability and security determinations.

**U.S. Army Reserves: National Capital Region Cyber Protection Center**

**Cyber Threat Intelligence Analyst Hours per month: 30 OCT 2020-Present**

**Mission Element Lead Army Research Lab-Adelphi, MD**

Serves as the senior all-source cyber threat intelligence analyst and mission element lead for National Capital Region Cyber Protection Center Cyber Protection Team 182. Integrates and conducts full-spectrum cyberspace operations, electronic warfare, and information operations, ensuring freedom of action for friendly forces in and through the cyber domain and the information environment.

* Conducts multi-source collection and data analysis, to include traffic analysis, threat warning, and intelligence reporting.
* Analyzes meta-data information to develop products in support of external operational planning and internal collection and analytic efforts.
* Conducts cyber training and missions in support of U.S. Army Central Command.
* Enhances supported organizations' organic network defenders for operations and exercises, as well as provide unit cyber defensive readiness assessments and assistance.
* Assesses risks and operational impacts to networks, systems and data within the Army portion of the Department of Defense Information Network
* Provides analysis of threat data and trends, forensics, analytic support and capability requirements and development to build capabilities and mitigate vulnerabilities in cyberspace

**Senior Intelligence Analyst U.S. Army: USCYBERCOM JUN 2016- OCT 2020**

**Section Team Manager Hours per week: 60 Fort Meade, MD**

Serves as the senior all-source intelligence analyst for USCYBERCOM's (USCC) Middle East/Africa Division. Supports and conducts operations planning in coordination with the Intelligence Community, Department of Defense, law enforcement, foreign military partners and Homeland Security.

* Reviewed strategic and operational analytical products that present the cyberspace intelligence picture to USCC General/Flag Officer leadership, NSA staff, and inter-agency leadership.
* Developed Intelligence Estimates and Annual Campaign Orders for USCC’s operational planning team, driving USCC’s concept plans and intelligence operations.
* Oversaw engagements ensuring intelligence collaboration for three Combatant Commands and Intelligence Community.
* Identified and processes intelligence gaps; generates solutions to meet commander’s intent.
* Managed a team of four service members and 15 civilians/contractors to provide 24/7 support to current operational intelligence requirements.

**Senior Intelligence Analyst U.S. Army: 10th Mountain Division JAN 2014- NOV 2014**

**(Deployment) Hours per week: 84 OPERATION ENDURING FREEDOM XV Bagram, Afghanistan**

Served as a senior Combined Joint Intelligence Support Element Fusion Analyst supporting the 10th MTN DIV commander and Task Force Commanders across Regional Command-East (RC-E). Created numerous intelligence threat assessments and developed targets of interests throughout the Area of Responsibility.

* Selected as liaison officer for Task Force 3-10’s targeting team; developed multiple target packets.
* Managed and produced multiple intelligence products on key adversary threats to command staff.
* Collected, synthesized, and disseminated intelligence deliverables from multiple sources in order to provide the safest course of action for retrograde operations.
* Trained and mentored junior soldiers on critical thinking and analytical writing processes.

**Intelligence Analyst U.S. Army: 10th Mountain Division DEC 2011- JUN 2016**

**Senior Team Manager Hours per week: 60 Fort Drum, NY**

Served as a senior team manager of collection and analysis teams for the Fusion section of the Army 10th Mountain Division (10th MTN DIV). Trained and mentored junior personnel in groups and on a one on one basis in all-source intelligence fusion, production, and dissemination in a dynamic operational environment.

* Collaborated and answered frequent requests from intelligence officers with multi-source driven intelligence to aid in operational decision making.
* Provided presentations on intelligence assessments and project updates to Army Staff and agency personnel.
* Controlled quality of several daily Intelligence products of military and contracted analyst.
* Researched, analyzed, and created numerous intelligence products and assessments for daily dissemination.