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Executive Summary
· Intelligence professional and systems engineer with experience in international business, cyber intelligence and financial analysis. Expert in using technology to solve requirements.

Professional Experience
CAMBER CORPORATION
Cyber Operations Subject Matter Expert, December 2017 – April 2018
· Provided cyberspace operations expertise for the establishment of the Cyber Operations Flight concept.
· Integrated offensive cyber tactics, techniques and procedures for joint operations.
· Supported the validation, verification, standardization, and certification activities of cyber forces and capabilities at all levels of warfare.
· Managed planning for intelligence collection and targeting related to cyber operations.

UNITED STATES AIR FORCE RESERVE
United States Air Force Reserve Officer, July 2005 – present
· Reserve participation for points.
· Top Secret SCI eligible clearance

VELESNEX INC., Colorado Springs, CO, Budapest Hungary
Managing Director, Apr 2008 – present
· Collected and analyzed digital information and metadata to identify current and emerging enterprise threats.
· Identified information gaps regarding risks and used multisource tools to collect data to address the gaps.
· Organized threat network data into object-based form to include all known attributes.
· Conducted system-based analysis of transnational threat networks.
· Analyzed open source research on industrial espionage and counterterrorism data for relevant regions.
· Conducted open source collection and analysis using social networking and digital mapping to develop sources and liaisons.
· Recommended and integrated innovative technological and open source solutions to mitigate enterprise risks.

WRIGHT STATE RESEARCH INSTITUTE, Beavercreek, OH
Consultant, August 2015 – August 2017
· Conducted all source research and provided briefings on intelligence issues.
· Advised on cyber intelligence and threats to enterprise systems.
· Analyzed digital data and open source intelligence.
· Researched threat finance and transnational criminal networks.
· Submitted for TS/SCI security clearance

PRONAUS LTD, Montreal, QC Canada
Director, Jun 2005 – Apr 2008
· Conducted open source research and forensics to identify and mitigate cyber risk in relation to anti-money laundering and threat finance.
· Researched open source law enforcement and commercial sources to provide political and economic analysis of enterprise threats.
· Incorporated social media tools and database analysis to collect data and provide link analysis.
· Provided competitive intelligence for social media and gaming marketing campaigns.
· Developed commercial open source intelligence for international marketplace assessments.


UNITED STATES AIR FORCE, Montgomery, AL United States
Operations Chief - Network Operations Center, May 2004 – Jul 2005
· Provided digital network intelligence on targeted threat groups to profile them and make recommendations on how to mitigate them and address knowledge gaps.  
· Coordinated with the Air Force Office of Special Investigations (OSI) for all source threats and counterintelligence risks to the Air Force and worldwide DoD networks.
· Liaised with OSI and other military security organizations to support counterintelligence investigations.
· Advised leadership on current and potential future foreign cyberspace and information operations capabilities and threats.
· Oversaw Air Force Network Control Center, managing seven military and 24 contract personnel.
· Orchestrated operations between 15 MAJCOM Network Operations Security Centers with a network availability of 99.5%.
· Implemented cyber intelligence fusion across the joint Department of Defense network.

Deputy Branch Chief Program Control - AF Defense Message System, Apr 2003 – Apr 2004
· Managed $30 million Defense Message System acquisition program.
· Led staff operations team for the 612th Communication Squadron's systems implementation in Curacao.
· Managed full range of operational and support activities for a deployable Air Force Central Command information system.
· Organized training teams for eight sites in Afghanistan for a command and control network.
· Integrated and briefed OSI and security analysis for deployed teams regarding current threats and trends that could impact their force protection and operations.
· Managed the operational activities of the division and stood in for the Branch Chief in his absence.

Section Chief Quality Assurance DMS-AF, Jun 2001 – Apr 2003
· Managed systems testing and accreditation for a $2.1 million software implementation project.
· Defined requirements for the Air Force Mail List Operations Center, integrated 500 customers.
· Developed a service level agreement with the Federal Emergency Management Agency, adding $200 thousand of new business to the program management office.

Education
Regis University, Denver, CO United States
Master of Science: Systems Engineering, Dec 2014
· Graduate certificate Information Assurance
· Student Veterans Association

Air University, Maxwell Air Force Base, AL United States
Certificate: Information Operations, Apr 2003
· Air Force certification in electronic warfare, computer network operations, psychological warfare, military deception and operations security.
· Training in information operations.

Defense Acquisitions University, Lackland Air Force Base, TX United States
Certification: Acquisitions/ Contracting, Mar 2002

University of Miami, Coral Gables, FL United States
B B A: Finance, May 1995
· Graduated with General Honors.

Additional Skills
· International business
· Financial intelligence
· Program Management
· Counter Industrial Espionage


